
THE BIG OPENING PLENARY 
CYBERTECH TOKYO 2025 AND THE INTERNATIONAL BUSINESS FORUM BY ASHDOD PORT

09:00-10:30AM

Hosts: Amir Rapaport, Co-Founder, International Business Forum; Co-Founder,  
            Cybertech Global 
            Shaul Schneider, Co-Founder, International Business Forum;  
            Executive Chairman, Port of Ashdod, Israel

Top-level keynotes and presentations by leading speakers from government, industry, 
and academics from around the globe

Keynote address

Keynote address

Top-level keynotes and presentations by leading government, industry, and academia
speakers from around the globe

Cyber for Maritime by the Port of Ashdod, Israel

For the First Time at Cybertech Tokyo: International Collaboration for a New Cyber Era - a major 
discussion among national cyber leaders featuring Japan, the USA, Israel, the Middle East, and more

10:30-12:30AM

Talks by Industry Leaders

Solutions for the Cyber Pandemics
Among the Topics: 
* Cyber hygiene 
* Ransomeware
* Email compromise
* Building capacity and cyber resilience

Cyber for AI, AI for Cyber: Tackling AI 
Challenges in Cybersecurity 
Among the Topics: 
* The value of AI in cybersecurity 
* The attacker-defender race
* AI you can trust: Protection of AI systems 
* AI-powered attacks: How adversaries use AI

Challenges and Opportunities in the 
Quantum Era

Discussion: Shifting Management 
Responsibility — From a Cost-Based to an 
Investment-Based Approach

One-on-One Discussion: 
Active Cyber Defense

12:30-13:30 LUNCH BREAK AND EXHIBITION

International partner

INTERNATIONAL 
BUSINESS FORUM

10:30AM to 2PM

By invitation only

CYBERTECH MAIN STAGE  |  10:30-12:30AM

THE SEA OF TOMORROW 
TOKYO FORUM

By

September 4, 2025 // The New Otani, Tokyo

In collaboration with



  

2-5:30PM

Cybersecurity in Financial Services
Among the Topics: 
* Current cybersecurity 
   challenges confronting fintechs
* Cybersecurity best practices for the
   Fintech industry 
* Fintech and securing digital transactions
* Third-party risks 
and more

The Future of Cybersecurity and Next-
Generation Technologies 
Among the Topics: 
* Planning for future cybersecurity risks: 
   New strategies and technologies for  
   improving security efficiency
* The power of cyber threat intelligence   
* Capacity building and cyber resilience, 
   beyond cybersecurity 
and more

Cloud Advanced Cybersecurity Solutions 
Among the topics: 
* The journey to secure the hybrid cloud 
* National Clouds: Laws, regulations, 
   compliances, and standards
* Data breach protection 
* SaaS security services
* Extended detection and response (XDR) 
and more

Software Supply Chain Security 
Among the topics:
* Lessons learnt from recent major attacks 
* Key cyber supply chain risks: 
   Software attacks 
* Managing cyber risks in the supply chain 
and more

Cyber for the Physical World 
Among the Topics: 
* Critical infrastructure security 
* Disaster recovery
* Business continutity

Data Protection and Information Sharing

Building Robust Cyber Ecosystems: 
A special international panel discussion with 
participants from multiple countries

CYBERTECH MAIN STAGE       CYBERTECH STAGE B       

10:30-12:30AM

CYBER OPPORTUNITIES 
AROUND THE GLOBE 

Special side events focused on cyber and 
investment opportunities in countries 

such as Israel, Vietnam, and India

TBD

TBD
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